
 

TRAINING Cyber MAR ENTRY LEVEL - LMS 

 

CALL FOR PARTICIPANTS 

DEADLINE: 15-10-2020 

 
 Background 
 
One of the objectives of Cyber-MAR is to cover the training needs for all professionals 
(cyber-security/IT experts but also non-IT-expert personnel of ports, shipping operators 
and linked entities influenced by possible cascading effects) and most importantly also to 
raise the cyber-threat awareness level within those organisations by hands-on training. 
The courses will be available at different levels of complexity (entry, intermediate, 
advanced) in order to attract trainees with various levels of experience. 

 

  Aims and objectives 

Training is a basic introduction to cyber security and the concept of Cyber-MAR. The goals 
are to raise awareness among identified users and to give the participant the opportunity 
to understand cyber security threats and the basic concepts for reducing risk in the 
maritime sector. 

 

Student learning outcomes 
 

Participants will be able to take active part in the process of detecting and responding to 
attacks.  
 

 Target groups 

Staff operators from: 

 Maritime Professionals and administrative staff (port authorities, operators, 
associations, freight transport & logistics actors) 

 Port authorities, operators and associations 

 Governance/Regulatory organisations, public authorities, Classification societies 

 Admins/operators (Systems management, system administrators, network engineers) 

 Engineering/Consultancy 

 Users and special communities 
 
Students and scientific personnel from: 

 Academia (Universities, Research Centres & Institutes, Laboratories, Student 
Communities) 

 

Costs 

 No fees 
 

Participation is attested by the release of an “attendance certificate" for trainings under 
H2020 projects.  

 



The application form must be submitted online before 10:00 (CET), 10 November 2020. 

  

Course syllabus 

 

  Apply on line 

 


