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Day 2 (01/12/2021) 

I004 - “Lesson learned from Cyber MAR pilots: Cyber-

attack scenario on the Valencia port authority’s 

electrical grid” 

& 

I003- Using a Cyber Range to Understand risk 

 

time session title  

11:30 - 11:35 

Welcoming and operative information 

Seyedvahid 

Vakili 
World Maritime University (WMU) 

11:35 - 11:40 Pre-training quiz [Mandatory for statistical purposes] 

11:40-12:20 

I004 - “Lesson learned from Cyber MAR pilots: Cyber-

attack scenario on the Valencia port authority’s electrical 

grid” 

Pablo 

Giménez 

Rory Hopcraft 

VPF & UOP 

12:20 – 12:30 Q&A 

  



 

 

 

 

 

 

time session title 

15:30 - 15:35 

Welcoming and operative information 

Seyedvahid 

Vakili 
World Maritime University (WMU) 

15:35 - 15:40 Pre-training quiz [Mandatory for statistical purposes] 

15:40-16:10 

I003 - “Using a Cyber Range to Understand risk” - 

 First session 

Barbara 

Chang  
AIR  

16:10-16:15 Break 

16:15 - 16:45 

I003 - “Using a Cyber Range to Understand risk”  - Second 

session 

Kemedi 

Moara-Nkwe 
UOP 

16:45-17:00 Q&A 

 


