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Day 1 (29/11/2021) 

I002 - “Basic Tools for a Cyber Range” 

 

time session title 

9:30 – 09:45 

Operative information 

Seyedvahid 

Vakili 
World Maritime University (WMU) 

Welcoming note 

Davide Stasi  

(Managing 

Director) 

International Maritime Safety Security 

and Environment Academy (IMSSEA) 

9:45 – 9:50 Pre-training quiz [Mandatory for statistical purposes] 

09:50 – 10:30 

(40min) 

I002 - “Basic Tools for a Cyber Range” - First session  

Introduction to incident response, network forensics and 

tools 

Jarkko 

Kuusijärvi  

Sami Noponen  

VTT Technical Research Centre of 

Finland Ltd (VTT) 

10:30 – 10:45 Break 

10:45 – 12:00 

(1h15) 

I002 - “Basic Tools for a Cyber Range” - Second session  

● General introduction about Cyber Range 

● A basic topology how to 

● Valencia port pilot case topology  

● Short Q&A  



 

 

 

 

 

Pierre Baudry DIATEAM 

12:00 – 12:20 Break 

12:20 – 13:05 

(45min) 

I002 - “Basic Tools for a Cyber Range” - Third session  

Security Information and Event Management (SIEM) 

XL-SIEM presentation and demo 

Jesús 

Villalobos 
ATOS 

13:05 – 13:25 Q&A 

 


