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Cyber-MAR: Cyber preparedness
actions for a holistic approach

and awareness raising in the
MARItime logistics supply chain
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FACTS

Call Identifier: SU-DS01-2018
Duration: From 2019-09-01 to
2022-08-31, on-going project

OBJECTIVES

@ Enhancg the capabll_ltles of cybersecurity Total Cost: EUR 7 154 505
o professmnals and raise awareness on EU contribution: EUR 6.018.347

cyber-risks Coordinator: Institute of
o Assess cyber-risks for operational Communication and Computer
> technologies (OT) Systems (ICCS]), Greece

/-,In Quantify the economic impact of cyber-attacks across
" different industries focusing on the maritime logistics value
chain

= Promote cyber-insurance market maturity in the maritime logistics
.
sector (adaptable to other transport sectors as well

w Establish and extend CERT/CSIRTs, competent authorities and relevant
~ actors collaboration and engagement
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Societal Impact
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