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AGENDA

CONFERENCE 14 OCTOBER, 2022 AT 09.00 AM
LOCATION OF CONFERENCE EUROPEAN MARITIME SAFETY AGENCY, LISBON, PORTUGAL

| 14 OCTOBER, 2022

08.30-09.00
09.00-09.05
09.05-09.15

09.15-09.30

09.30-09.45

09.45-10.00

10.00-10.15

10.15-10.30

10.30-11.00

11.00-11.30

11.30-11.40

11.40-11.55

11.55-12.10

12.10-12.25

12.25-13.00

13.00-14.15

14.15-14.35

14.35-14.55

EVENT

WELCOME SESSION
Registration & welcome coffee
Welcome & opening

Welcome speech

x
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SPEAKERS / PANELLISTS

Dr. Athanasios Drougkas, Cybersecurity Expert, ENISA
EMSA

CYBERSECURITY POLICY DEVELOPMENT AND IMPLEMENTATION FOR MARITIME

EU cybersecurity policy developments: NIS2 and
CRA

EU legislative and policy framework for maritime
security

Implementation of the NIS Directive in the Dutch
maritime sector

Implementation of the NIS Directive in the French
maritime sector

Cybersecurity policy initiatives in the Portuguese
maritime sector

Discussion panel: How can policy support
maritime cybersecurity

Previous speakers & audience

(Moderator Athanasios Drougkas, ENISA)

Coffee break

Svetlana Schuster, Head of Sector, DG CONNECT

Edward Banks, Policy Officer, DG MOVE

Elserike Looije, Ministry of Infrastructure and Water
Management, the Netherlands

Sylvie Andraud, Coordinateur sectorial, ANSSI, France
Vasco Vaz, Head of the Regulation, Supervision and

Certification Department, Centro Nacional de
Ciberseguranca, Portugal

THE CURRENT AND EMERGING CYBER THREAT LANDSCAPE IN THE MARITIME SECTOR

ENISA’s Transport Threat Landscape

Overview of cyber threat on maritime and harbour
sector in 2022

Autonomous shipping and the emerging threat
landscape

The threat landscape from the critical infrastructure
operator perspective

Discussion panel: What will the threat landscape
look like moving forward?

Previous speakers & audience

(Moderator Ricardo De Sousa Figueiredo, ENISA)

Lunch break

Ricardo De Sousa Figueiredo, Cybersecurity Expert,
ENISA

Xavier Rebour, Directeur, France Cyber Maritime

Santiago Encabo, Senior Project Officer for Ship Safety
and Marine Equipment, EMSA

Mark de Pater, Co-chair, EM-ISAC

SECURING THE SUPPLY CHAIN AND OTHER GOOD PRACTICES

Enhancing maritime supply chain cybersecurity:
EMSA'’s perspective

Maritime supply chain security

B FUROPEAN UNION AGENCY FOR CYBERSECURITY

Chronis Kapalidis, Project Officer for Maritime Security,
EMSA

Nineta Polemi, Professor at University of Piraeus and
CTO & co-founder of trustilio BV
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14.55-15.15

15.15-15.35

15.35-15.55

15.55-16.15

16.15-16.35

16.35-17.00

17.00-17.10
17.10-17.15

Practical approach to the Supply Chain Security
Management

Maritime Cybersecurity: The Role of IACS

NIS implementation programmes and what happens
when two OES merge?

Coffee break
HACKING MARITIME

Hacking ships: the reality of ship cyber

Maritime cyber ranges: a swiss army knife for a
critical sector?"

Closing keynote

Conclusions & wrap-up

B FUROPEAN UNION AGENCY FOR CYBERSECURITY

x

Flavio Marangi, Senior Manager, Balance Srl

Panagiotis Anastasiou, IACS Cyber Systems BV Panel
Member

Yannick Herrebaut, Cyber Resilience Manager — CISO,
Port of Antwerp-Bruges

Jo Dalton, Associate Partner, Head of Europe, Pen Test
Partners

Guillaume PRIGENT, Chairman & co-founder, DIATEAM

Rear Admiral Anténio Gameiro Marques, General
Director, National Security Cabinet



